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Abstract

Effective money storage and easy access system through the bank. The system used at Bank "XYZ" is still experiencing problems in the opening process. When customer service inputs prospective customer data, the input process exceeds the time specified by the system, the process will stop and return to the login display. Based on these problems, an information system audit is needed regarding the maturity level of Bank "XYZ"’s information system. The aim of this research is to determine the maturity level of the process of evaluating and maintaining ICT performance in information systems. This research uses the COBIT 4.1 framework which focuses on the Planning and Organization (PO), Deliver and Support (DS), and Monitor and Evaluate (ME) domains. The research results show that overall based on the maturity level in COBIT, the information system for the process of opening savings at Bank "XYZ" is at level 2 (repeatable but intuitive), which means the company has carried out a repetitive business process but there is no standard procedure for opening savings. To reach level 3 (define process) Bank "XYZ" needs to make process improvements by implementing the COBIT 4.1 Framework, namely PO, ME and DS which have a number of subdomains.
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1. INTRODUCTION

The rapid development of Information and Communication Technology opens up opportunities and challenges to create, access, process and utilize information appropriately and accurately. Bankx is a financial institution that performs three functions, namely accepting money deposits, lending money, and money transfer services. Before performing these three functions, prospective customers must have one form of savings in the form of savings. In every bank there is a requirement for creating a savings account, including Bank "XYZ". Prospective customers who will open a savings account at Bank "XYZ" must attach 2 identities such as ID cards and driver’s licenses or may use a passport or other identity in accordance with the applicable SPA. In addition, each bank will provide requirements for a minimum initial deposit, a minimum retained balance and a savings account closing fee. Bank "XYZ" has 2 types of savings, namely SIMASXYZ and MASSVXYZ savings. But before processing the creation of the savings account, Customer Service must input data into the existing system in accordance with the customer's identity to get a Customer Information System (CIF) number or customer data number using the Temenos system, in this system the data entry process to get a CIF number there are obstacles, namely the time limit for accessing the system, if Customer Service does not fill in all the fields on the CIF number creation menu on the system, then the system will automatically return to the login screen.

With these problems, researchers use several references to previous research, including: Improvement strategies are provided to overcome gaps that arise based on the COBIT 4.1 framework and are supported by the ITIL V3 framework which has gone through a mapping process using the COBIT 4.1IT process[1]. The role of the job and the complexity of an organization's IT systematically impact the perception of artifacts. A better understanding of the bias of IT artifacts will help organizations better assess information systems [2]. Pattern of results based on respondent's job type and geographic location. This survey of IT professionals highlights the relevance of CobiT's widely used IT governance framework from an organizational internal control perspective [3]. Information system contained in PT. Various Technology Solutions still have shortcomings in IT governance [4]. The capability level of the XYZ University Academic Information System is currently at 3.95 or at level 4 (predictable). However, this level of capability still does not meet the expectations of the capability of XYZ University for its Academic Information System, where there is still a gap of 1.05 [5].
Implementing the Cobit 4.1 framework for conducting information system audits, evaluations and supervision at the defined process level. This level was obtained based on the results of interviews from several standard domains, namely ME1, ME2, ME3, and ME4 which have been processed by producing an average maturity level value of 2.84 with the expectation of level 4 and having a gap of 1.16.[6]. Using an international standard IT framework. By implementing COBIT you can increase the competitiveness of output and outcomes from good IT governance[7]. Evaluation of IT governance using the COBIT 4.1 framework to determine the state of IT governance at Diskominfro by calculating the level of maturity and providing recommendations for document design [8]. Based on the foundation of previous research, it can be drawn state of the art that ICT performance in information systems must be evaluated and maintained. By using COBIT 4.1, the purpose of this study is expected to support the assessment and maintenance process by measuring the maturity level of its information system and developing services that meet client customer expectations. The concentration domains used in this study were PO, DS and ME domains. Research instruments used to collect questionnaire data were distributed to respondents.

2. MATERIAL AND METHOD

2.1. Research Methods

The research method uses numerical data and emphasizes the research process on measuring objective results using statistical analysis. This study uses quantitative methods, namely information data in the form of number symbols or numbers. Quantitative calculations can be done to produce a valid conclusion.

1. Technically an information system is a set of interconnected components that begin with the collection, storage, processing, and distribution of information to support decision making and monitor organizational implementation [9]. Information is data that has been processed or data that has meaning [10].

2. Audit A systematic process to obtain and objectively evaluate evidence related to statements about activities and events with the aim of determining the level of conformity between these statements and predetermined criteria, as well as reporting audit results to stakeholders [11]. The process of collecting and evaluating evidence to determine whether information systems can secure assets, maintain data integrity, drive efficiency of overall organizational goals, and efficient use of resources Some aspects are examined in information system audits such as validity, efficiency, system availability, reliability, confidentiality and integrity, security aspects, process testing, program changes, checking data sources and data files". Collection and evaluation of evidence to determine whether information systems and information technology environments adequately protect assets, maintenance data and system integrity, provide relevant and reliable information, archive organizational objectives effectively [12]. The purpose of an information system audit is to assess whether information system control has been able to provide adequate confidence in asset security, data integration, effectiveness and efficiency. In order to create added value and minimize Information Technology (IT) risks, efficient and effective management of all IT resources is needed, among others, through IT Governance [13].

2.2. Population and Sample

Population is a general area consisting of subjects or objects that exhibit a certain number and characteristics identified by researchers for study [14]. The subjects of concern in this study are all subjects who participated in the process of opening savings, especially department and branch managers. A sample is a portion of a whole that represents all the characteristics of a whole [15] To determine the sample, researchers use non-probability sampling techniques and refer more to saturated sampling, where in this study all members of the population are used as samples.

2.3. Testing sample data

1. Validity Test

Validity comes from the word validity which means a number of places where the accuracy and accuracy of a measuring instrument can perform its measuring function. Validity is an opinion regarding the suitability of a measurement for a specific conclusion or decision derived from an existing score. So, the validity test is a scale on which conclusions made based on numerical scores become appropriate, meaningful and useful so that test results are valid in other situations and invalid in other situations [16].

2. Reliability Test

Reliability indicates the extent to which measurement results can be trusted. Reliability refers to the consistency of measurements to the extent that results are the same based on different shapes of the same instrument or time at the time of data collection. A reliability test is a statistical relationship that
compares two sets of scores from the same individual. The scale for reliability coefficient is .00 to .99 [17].

2.4. COBIT

COBIT (Control Objectives for Information and Related Technology) is the basis for information systems testing and control established by the Information Systems Audit and Control Association (ISACA) and the IT Governance Institute (ITGI). The Related Control Objectives for Information and Related Technology in its 4.1th edition is a collection of IT governance best practices that can help auditors, management, and users. Used to bridge the gap between business risk, need and control issues. COBIT is a standard that is considered the most complete and comprehensive as an IT audit framework because it is developed continuously by non-governmental professional auditors spread across almost all countries. Where in each country a chapter is built that can manage these professionals.

The COBIT framework is a technique that can help auditors identify IT control issues, while giving IT users confidence in the application systems used and managers in making IT and infrastructure investment decisions. In general, testing using COBIT is based on the basics of business needs, IT resources, and IT processes. By conducting an IT audit, it is expected to have a positive impact on the organization's IT by improving system mechanisms, integrity, effectiveness, and efficiency. Each country built a chapter that could manage these professionals.

1. COBIT Framework
   The COBIT framework consists of several directives/guidelines, namely: Control Objectives, Audit Guidelines, Management Guidelines.

2. COBIT concept
   Overall the concept of the COBIT framework can be seen from 3 points of view and can be seen from the Figure 1.

3. Information Criteria
   COBIT issued by the IT Governance Institute (ITGI). COBIT is used to perform IT determinations and improve IT control. COBIT also contains control objectives, audit guidance, performance and result metrics, success factors and maturity models. The scope of information criteria is often a concern in COBIT.

4. IT Resources
   Resources related to information technology. The resources contained in COBIT include: Organizations – People, Application Systems, Technologies, Facilities, Data.

5. IT Process
   COBIT groups all business activities that occur in an organization into 34 processes which are divided into 4 process domains which include some of the things that can be seen in figure 2.

   COBIT provides parameters for assessing how high and good IT management is in an organization using maturity models that can be used for management awareness and maturity level assessments. COBIT has maturity models to control IT processes using scoring methods so that an organization can assess its IT processes from non-existent to optimistic scale (from 0 to 5), namely: 0: Non Existent, 1: Initial, 2: Repetable, 3: Defined, 4: Managed and 5: Optimized.
Based on the correspondence table between the company's business objectives and COBIT's business objectives map, the domains used in this study are PO, ME and DS, each of which has a number of subdomains can be seen in table 1 and table 2.

**Table 1. Concept Framework**

<table>
<thead>
<tr>
<th>Company Business Objectives</th>
<th>COBIT Business Objectives</th>
<th>Process</th>
</tr>
</thead>
<tbody>
<tr>
<td>Respond to governance requirements in accordance with board directives.</td>
<td>- PO1 (implementing IT strategy plan).</td>
<td></td>
</tr>
<tr>
<td>Improve onboarding and customer service</td>
<td>- PO4 (implementing IT organization and its relationships)</td>
<td></td>
</tr>
<tr>
<td>Make sure IT services are available as needed.</td>
<td>- ME1 (supervise and evaluate IT performance)</td>
<td></td>
</tr>
<tr>
<td></td>
<td>- ME4 (provides IT governance)</td>
<td></td>
</tr>
<tr>
<td></td>
<td>- DS3 (manage capacity and performance)</td>
<td></td>
</tr>
<tr>
<td></td>
<td>- DS4 (guarantee continuous service)</td>
<td></td>
</tr>
<tr>
<td></td>
<td>- DS8 (Manage services and incidents)</td>
<td></td>
</tr>
<tr>
<td></td>
<td>- DS13 (manage operations)</td>
<td></td>
</tr>
</tbody>
</table>

**Table 2. Indicators on sub domains**

<table>
<thead>
<tr>
<th>Sub Domain</th>
<th>Indicator</th>
</tr>
</thead>
<tbody>
<tr>
<td>PO1</td>
<td>- IT value management</td>
</tr>
<tr>
<td></td>
<td>- how to align business with IT</td>
</tr>
<tr>
<td></td>
<td>- assessment of current capabilities and performance</td>
</tr>
<tr>
<td></td>
<td>- plan IT strategy</td>
</tr>
<tr>
<td></td>
<td>- IT portfolio management</td>
</tr>
<tr>
<td>PO4</td>
<td>- IT process framework</td>
</tr>
<tr>
<td></td>
<td>- placement of organization IT function</td>
</tr>
<tr>
<td></td>
<td>- structural IT organization</td>
</tr>
<tr>
<td></td>
<td>- Establishment of hierarchical responsibilities</td>
</tr>
<tr>
<td></td>
<td>- responsibility for IT quality</td>
</tr>
<tr>
<td></td>
<td>- separation of tasks</td>
</tr>
<tr>
<td>ME1</td>
<td>- monitoring data collection</td>
</tr>
<tr>
<td></td>
<td>- monitoring methods</td>
</tr>
<tr>
<td></td>
<td>- Performance appraisal</td>
</tr>
<tr>
<td></td>
<td>- Improvements</td>
</tr>
<tr>
<td></td>
<td>- pendekatan monitoring</td>
</tr>
</tbody>
</table>
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<table>
<thead>
<tr>
<th>Sub Domain</th>
<th>Indicator</th>
</tr>
</thead>
</table>
| ME4        | - Establishment of the Governance Framework  
- management resource daya  
- Risk Management  
- measurement performance |
| DS3        | - performance planning and capacity  
- current performance and capacity  
- performance and capacity Future  
- availability of IT resources  
- monitoring and reporting |
| DS4        | - IT continuity framework  
- IT continuation plan  
- IT continuity plan maintenance  
- test IT sustainability plans  
- IT plan continuation training  
- IT sustainability plan development  
- restoration of IT services  
- conduct a review |
| DS8        | - registration of customer requests  
- Closing incident  
- service desk |
| DS13       | - prosedur operasi dan instruksi  
- jadwal pekerjaan  
- pemantauan infrastruktur IT  
- perawatan preventif untuk perangkat keras |

Audits are intended to test the internal controls of information systems and how people use those systems. The audit is carried out in the form of evaluation of inputs, outputs and system processes. Security system backup and recovery plan and information system settings. Audits can be performed on existing or newly developed systems [18]. Data analysis methods used in processing existing data and then compared with existing theories. This research is descriptive. These data can be obtained by making observations, direct interviews on the object of research and making a questionnaire. The primary data source in qualitative data analysis is obtained from the place of research which will later be processed according to the needs of the analysis. To get accurate results or data in this study, researchers conducted the testing phase using test, reliability test; by using SPSS, if in the validity test there is an invalid questionnaire, then there is a choice that needs to be done, namely eliminating the invalid questionnaire [19].

3. RESULT AND DISCUSSION

In research ini the characteristics of respondents are divided based on position and length of work. The requirements as respondents are as follows:
1. The respondent is an employee at Bank "XYZ" Muara Karang branch where the employees are operational division and branch leader
2. Respondents were involved in the process of opening a savings account using the system.
3. Respondents have been working for at least 1 year.

Table 3. Characteristics of Respondents

<table>
<thead>
<tr>
<th>Department</th>
<th>Length of Work</th>
<th>Amount</th>
</tr>
</thead>
<tbody>
<tr>
<td>Branch Leaders</td>
<td>6 years</td>
<td>1</td>
</tr>
<tr>
<td>Head of Operations</td>
<td>5 years</td>
<td>3</td>
</tr>
<tr>
<td>Customer Service</td>
<td>2 years</td>
<td>5</td>
</tr>
<tr>
<td>Teller</td>
<td>2 years</td>
<td>7</td>
</tr>
<tr>
<td>Total</td>
<td></td>
<td>16</td>
</tr>
</tbody>
</table>

Source: Researcher, 2023

3.1. Validity Test

In this study, the results of the validity test using SPSS are as follows. Based on the output results in the table above, it can be known whether the data is valid or not by looking for r calculate. In this study, researchers used 16 respondents with a signification level of 5%, so the r table can be obtained, which is 0.497. In the data above, the value of calculate table then the data can be declared VALID.
3.2. Reliability Test

<table>
<thead>
<tr>
<th>Table 4. Reliability Statistics</th>
</tr>
</thead>
<tbody>
<tr>
<td>Cronbach’s Alpha</td>
</tr>
<tr>
<td>0.984</td>
</tr>
</tbody>
</table>

Source: Data processing results, 2023

Based on Table 5, it can be seen that Cronbach’s Alpha number is 0.984. So the value of the questionnaire is 0.984 > 0.6, therefore it can be concluded that the questionnaire can be said to be reliable, reliable and consistent as a data collection tool in research.

3.3. Maturity Level Analysis

Maturity analysis was carried out by distributing questionnaires to respondents. Determination of maturity level describes the measurement of the extent to which the company has met standards of a good information technology management process. The following is the rounding scale of the maturity level index:

1. 0.00 – 0.50 pada__tingkat_0 None (non existent).
2. 0.51 – 1.50 pada__tingkat_1 Initialization.
3. 1.51 – 2.50 pada__tingkat_2 Dapat diulang (repeatable but intuitive).
4. 2.51 – 3.50 pada__tingkat_3 Defined (define).
5. 3.51 – 4.50 pada__tingkat_4 Managed and measurable.
6. 4.51 – 5.00 pada__tingkat_5 Sempurna (optimized)

Table 5. Maturity Level Results

<table>
<thead>
<tr>
<th>Process</th>
<th>Maturity Level</th>
<th>Now</th>
<th>Expected</th>
<th>Gap</th>
</tr>
</thead>
<tbody>
<tr>
<td>ME1 (Supervise and evaluate IT performance)</td>
<td>1.95</td>
<td>3</td>
<td>1.05</td>
<td></td>
</tr>
<tr>
<td>ME4 (Provide IT governance)</td>
<td>1.75</td>
<td>3</td>
<td>1.25</td>
<td></td>
</tr>
<tr>
<td>PO1 (Implement IT strategy plan)</td>
<td>1.95</td>
<td>3</td>
<td>1.05</td>
<td></td>
</tr>
<tr>
<td>PO4 (Implementing IT organizations and their relationships)</td>
<td>1.79</td>
<td>3</td>
<td>1.21</td>
<td></td>
</tr>
<tr>
<td>DS3 (Manage capacity and performance)</td>
<td>1.95</td>
<td>3</td>
<td>1.05</td>
<td></td>
</tr>
<tr>
<td>DS4 (Guarantee continuous service)</td>
<td>1.94</td>
<td>3</td>
<td>1.06</td>
<td></td>
</tr>
<tr>
<td>DS8 (Manage service and incidents)</td>
<td>1.83</td>
<td>3</td>
<td>1.17</td>
<td></td>
</tr>
<tr>
<td>DS13 (Manage operations)</td>
<td>1.87</td>
<td>3</td>
<td>1.13</td>
<td></td>
</tr>
<tr>
<td>Average Index</td>
<td>1.88</td>
<td></td>
<td>1.13</td>
<td></td>
</tr>
</tbody>
</table>

Source: Data processing results

Table 5 above proves that the maturity level of the savings opening system at Bank "XYZ" which is 1.88 is at level 2 (repeatable but intuitive). While the value expected by the company is at level 3 (defined process). From this comparison, an average gap of 1.13 can be obtained, which means that the maturity level has not been reached as expected. To improve the achievement of the performance of the information system for opening savings, the researcher made a recommendation for improvement. And can be given conclusions for each sub domain, which is as follows:

1. In the ME1 domain, the current maturity model level value is 1.95 and is at level 2 (repeatable but intuitive), while the company expects the evaluation process and supervises the IT performance process that runs at level 3 (defined process). So that ME1 has a gap value of 1.05 because the process of opening a savings account at Bank "XYZ" does not run effectively and efficiently so that business processes are hampered and the company still has no documented procedures containing evaluation and supervision of good IT performance.

2. In the ME4 domain, the current maturity model level value is 1.75 and is at 2 (repeatable but intuitive) while the company expects the provision of IT governance to be at level 3 (defined process). So that ME4 has a gap value of 1.25 because Bank "XYZ" has carried out the process of opening savings repeatedly but there are still time constraints in the system used so that business processes do not run smoothly.

3. In the PO1 domain, the current maturity model level value is 1.95 and is at 2 (repeatable but intuitive) while the company expects the process of implementing the IT strategy plan to be at level 3 (defined process). So that PO1 has a gap value of 1.05 because there is no establishment of procedures in the company so that IT strategy plans are only distributed to company management if only needed and decision making is carried out based on individual knowledge.
4. In the PO4 domain, the current maturity model level value is 1.79 and is at level 3 (repeatable but intuitive) while the company expects the process of implementing an IT organization and relationships to be at level 3 (defined process). So that PO4 has a gap value of 1.21 because there is no consistency in the company regarding the understanding of IT functions on customer needs and vendor relationships. The decision still depends on the knowledge and skills of the individual.

5. In the DS3 domain, the current maturity model level value is 1.95 and is at level 3 (repeatable but intuitive) while the company expects the process of managing capacity and performance to be at level 3 (defined process). So that DS3 has a gap value of 1.05 because the system used at Bank "XYZ" for the savings making process still has insufficient capacity so that performance has decreased.

6. In the DS4 domain, the current maturity model level value is 1.94 and is at 2 (repeatable but intuitive) while the company expects the process to guarantee continuous service to be at level 3 (defined process). So that DS4 has a gap value of 1.06 because the company has implemented system maintenance but it is not carried out consistently so that it becomes an obstacle in the continuous service process.

7. In the DS8 domain, the current maturity model level value is 1.83 and is at level 2 (repeatable but intuitive), while the company expects the process of managing services and incidents to be at level 3 (defined process). So that DS8 has a gap value of 1.17 because Bank "XYZ" already has a fairly good service carried out when running business processes, but if there are problems in the business process, decision making to solve them is based on individual knowledge and has not been documented.

8. In the DS13 domain, it gets a current maturity model level value of 1.87 and is level 2 (repeatable but intuitive) while the company expects the process of managing operations to be at level 3 (defined process). So that DS13 has a gap value of 1.13 due to the lack of consistency and unstructured monitoring process of computers in the company so that there will be greater occurrence of errors when operating computers.

In Figure 3, it can be explained that pink represents the expected value, blue represents the current value and black represents the gap value. That value expected by the company i.e. at level 3 (defined process) where the company expects that there are documented and standard procedures in carrying out existing business processes, but in each sub-domain only reaches level 2 (repeatable but intuitive) that is, the company has done business processes well and already has solutions that are done repeatedly but still based on individual knowledge and have not been documented.

**Figure 3. Maturity Spider Chart**

In Figure 3, it can be explained that pink represents the expected value, blue represents the current value and black represents the gap value. That value expected by the company i.e. at level 3 (defined process) where the company expects that there are documented and standard procedures in carrying out existing business processes, but in each sub-domain only reaches level 2 (repeatable but intuitive) that is, the company has done business processes well and already has solutions that are done repeatedly but still based on individual knowledge and have not been documented.

**4. CONCLUSION**

Based on the results of the analysis of measuring the maturity level of the savings opening information system at Bank "XYZ" this problem occurs but there is still no documented procedure. The maturity level of the savings opening information system at Bank "XYZ" is still less than the expected value at level 3 due to the lack of standard procedures and consistency from the company so that in the business process there is still a high level of problems. Validity Test: There is data with a value <0.497, namely q34, q38, q77, q78 and q79 which can be declared invalid, so the researcher eliminates the data and tests it again using SPSS. In the reliability test, the questionnaire used is declared reliable and is used regularly and consistently from time to time. Further research development can be improved on domain division, work process activities,
improvements and governance guarantees IT companies are based on the strategic objectives and associated risks of the company.
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